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Kenvue Inc. and each of its affiliates, subsidiaries, assigns, successors, and brands (collectively, “Kenvue”, “we”, “us” or 
“our”) respect your privacy and want you to be familiar with how we collect, use, store and disclose personal information 
of current, former and potential suppliers’ representatives (jointly referred to as "suppliers’ representatives" or "you") 
in the context of our main products and services. This Privacy Notice describes our practices in connection with the 
information that we, or our service providers, collect online or offline in connection with the administration of our 
suppliers and provisioning of their services (hereinafter the “Service”). The local Kenvue affiliate that you are engaged 
with is the entity responsible for the management of your personal information (the data controller). By providing 
personal information to us or by using the Service, you acknowledge that you have read and understood this Privacy 
Notice. 
 
If you submit any personal information relating to another employee or associate within your organization to us, you 
represent that: 

(i) You have obtained a consent from their side – where necessary – and/or you have informed them 
accordingly of their personal information processing in accordance with this Privacy Notice. 

(ii) You have the authority to do so and to permit us to use the information in accordance with this Privacy 
Notice. 

 
 

Use by Minors 

The Service is not directed to individuals who are considered minors in their country of residence, and we request that 
these individuals not provide personal information through the Service. If your child has submitted personal information 
and you would like to request that such personal information be removed, please contact us as explained below under 
“Contacting Us”. 
 



 Global Supplier Privacy Notice 

 

 

202503V2 Confidential 2 | 10 

Information Collection 

In the course of your engagement with a Kenvue affiliate, Kenvue may have collected or will collect personal information 
about you in relation to the services you provide to us. 
 
We may ask you to submit personal information in order for you to benefit from certain features and functionalities of 
the Service (such as order processing) or to participate in a particular activity (such as surveys). You will be informed 
what information is required and what information is optional. 
 
We may combine the information you submit with other information we have collected from you, whether online or 
offline, including, for example, your purchase history. We may also combine it with information we receive about you 
from other Kenvue affiliates. 
 
You can find more about the personal information we collect and process, and how we use and disclose it, in the section 
“How We Use and Disclose Information” in this document. 
 

Sensitive Information 

Unless we specifically request or invite it, we ask that you not send us, and you not disclose, any sensitive personal 
information (e.g., Social Security numbers, information related to racial or ethnic origin, political opinions, religion or 
philosophical beliefs, health or medical conditions, sex life or sexual orientation, criminal background, or trade union 
membership, or biometric or genetic data) on or through the Service or otherwise to us. 
 

Automatic Information Collection and Use 

We and our service providers may collect certain personal information automatically as you navigate around the Service.  
On each site available to you, in the footer, you may access the Cookie Notice or Cookie Policy detailing the use of cookie 
technologies for the particular site, if applicable. The Cookie Notice or Policy includes information on how you may 
consent to these technologies, if required. 
 
Please read the Cookie Notice or Policy available to you for detailed information about any cookies and other tracking 
technologies used on the site. Except where allowed by applicable law, we place cookies after having received your 
consent through the cookie banner or preference center. The Cookie Notice or Policy includes information on how you 
may disable these technologies if such are enabled. 
 
We and our service providers may also automatically collect and use information in the following ways: 

• Through your browser:  Certain information is collected by most browsers, such as your Media Access Control 
(MAC) address, computer type (Windows or Mac), screen resolution, operating system name and version, and 
Internet browser type and version. We may collect similar information, such as your device type and identifier, 
if you access the Service through a mobile device. We use this information to ensure that the Service functions 
properly. 

• IP address:  Your IP address is a number that is automatically assigned to your computer by your Internet 
Service Provider.  An IP address is identified and logged automatically in our server log files whenever a user 
visits the Service, along with the time of the visit and the pages visited.  Collecting IP addresses is standard 
practice and is done automatically by many online services.  We use IP addresses for purposes such as 
calculating Service usage levels, diagnosing server problems, and administering the Service.  We may also 
derive your approximate location from your IP address. 

• Device information:  We may collect information about your mobile device, such as a unique device identifier, 
to understand how you use the Service. 

 

How We Use and Disclose Information 

We use and disclose personal information you provide to us as described to you at the point of collection. Please see 
the section “Choices and Access” below in this document to learn how you may opt out of certain uses and disclosures. 
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Where required by applicable law, we will obtain your consent to our use of your personal information at the point of 
information collection. We may also use your personal information as necessary to perform a contract, to comply with 
a legal obligation (for example, due to our pharmacovigilance obligations), or for our legitimate business interests. 
 
The following table contains more detailed information about how we use your personal information and the legal bases 
for such use. 
 

Business Purpose Examples of Activities 
Categories of Personal 
Information Collected 

Legal Basis 
(where legally required) 

Facilitating Provision of 
Services 

• Onboard suppliers 

• Facilitate provisioning of 
supplier services 

• Facilitate contract 
administration and renewals 

• Facilitate termination and 
winding-down 

• Manage invoicing and 
payments for services 

Name; contact information; role 
and company/organization 
information; address; tax 
identifiers; bank details; payment 
information; username and 
password for access. 

To manage our contractual 
relationship with you. 

Improving Supplier 
Management  

• Provide feedback and 
effectively manage 
relationships with suppliers 

• Conduct surveys to understand 
how to improve our internal 
processes affecting our 
suppliers 

Name; contact information; role 
and company/organization 
information; feedback and 
responses to surveys conducted 

Based on our legitimate 
interest. 

Responding to Inquiries • Respond to inquiries, requests, 
and complaints, such as to 
send you documents or 
information you request or 
assist in providing our services. 

Name; contact information; role 
and company/organization 
information; address; tax 
identifiers; bank details; payment 
information; other information 
specific to your inquiry or 
request. 

To manage our contractual 
relationship with you; or 

Based on our legitimate 
interest. 

Developing New 
Partnerships 

• Research and communicate 
with potential partners; 
conduct diligence and security 
checks; facilitate bids and 
proposals 

• Facilitate contracting process 

Name; contact information; role 
and company/organization 
information; address; work 
performed for other Company 
teams or third-party clients; 
other information relevant to the 
potential partnership. 

To manage our contractual 
relationship with you; or 

To comply with a legal 
obligation; or 

Based on our legitimate 
interest. 

Communicating 
Important Changes 

• Send you important 
information regarding our 
relationship with you, our 
Services, any changes to our 
terms, conditions, and policies 
and/or other administrative 
information 

Name; contact information. To manage our contractual 
relationship with you; or 

To comply with a legal 
obligation; or 

Based on our legitimate 
interest. 

Sanction Compliance • Ensure compliance with 
sanctions imposed in 
jurisdictions where Kenvue and 
its affiliated entities operate 

For natural persons: Name; 
parents’ first and family names, 
date of birth; identifiers (e.g., tax 
ID, personal ID, passport 
information); gender; country; 
address; sanction screening 
results. 

For legal entities: Company 
name; address; TAX ID/VAT ID; 
country; bank details; sanction 
screening results. 

To comply with a legal 
obligation; or 

Based on our legitimate 
interest. 
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Business Purpose Examples of Activities 
Categories of Personal 
Information Collected 

Legal Basis 
(where legally required) 

Analytics and Service 
Improvement 

• Data analysis, for example, to 
improve the efficiency of the 
Service; 

• Enhancing, improving or 
modifying our website or 
products and services; 

• Developing new products and 
services; 

• Identifying Service usage 
trends, for example, 
understanding which parts of 
our Service are of most interest 
to users. 

Name; contact information; role 
and company/organization 
information; tax identifiers; bank 
details; payment information. 

Your consent; or  

Based on our legitimate 
interest. 

Monitoring and Audits • Audits, to verify that our 
internal processes function as 
intended and are compliant 
with legal, regulatory, or 
contractual requirements; 

• Fraud and security monitoring 
purposes, for example, to 
detect and prevent 
cyberattacks or attempts to 
commit identity theft. 

Name; contact information; role 
and company/organization 
information; address; tax 
identifiers; bank details; payment 
information; username and 
password for access. 

To manage our contractual 
relationship with you; or 

To comply with a legal 
obligation; or 

Based on our legitimate 
interest. 

 
All categories of personal data are disclosed for a business purpose. 
 
Categories of third parties to whom the personal information is disclosed: 
 

• To our affiliates for the purposes described in this Privacy Notice. A list of our affiliates is available in our most 
recent Annual Report at https://investors.kenvue.com/financials-reports/ (in the section “SEC filings” select 
category “Annual Filings”, open the Filing Type “10-K” and go to “Exhibit 21 – Subsidiaries”). 

• To our third-party service providers who provide services such as website hosting and moderating, mobile 
application hosting, data analysis, transactions and payment processing, order fulfillment, infrastructure 
provision, IT services, customer service, e-mail and direct mail delivery services, auditing, professional advisory 
and other services, in order to enable them to provide services.  

• As permitted by applicable law, to a third party in the event of any reorganization, merger, sale, joint venture, 
assignment, transfer, or other disposition of all or any portion of our business, assets, or stock (including in 
connection with any bankruptcy or similar proceedings). 

 
In addition, we may use and disclose your information as we believe to be necessary or appropriate: (a) to comply with 
legal process or applicable law, which may include laws outside your country of residence; (b) as permitted by applicable 
law to respond to requests from public and government authorities, which may include authorities outside your country 
of residence; (c) to enforce our terms and conditions; and (d) to protect our rights, privacy, safety, or property, and/or 
that of our affiliates, you, or others. We may also use and disclose your information in other ways after obtaining your 
consent to do so. 
 
We may use and disclose information we collect automatically as described above, under “Automatic Information 
Collection and Use.” 
 
In addition, where allowed by applicable law, we may use and disclose information that is not in personally identifiable 
form for any purpose. If we combine information that is not in personally identifiable form with information that is 
identifiable (such as combining your name with your geographical location), we will treat the combined information as 
personal information as long as it is combined. 
 

https://investors.kenvue.com/financials-reports/
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Choices and Access 

How you can access, change, delete your personal information, or exercise your privacy rights 

If you would like to review, correct, update, restrict, or delete your personal information, or exercise any of your privacy 
rights (to the extent these rights are provided to you by applicable law), please find contacts for your market here. 
 
We will respond to your request as soon as reasonably practicable and consistent with applicable law. If circumstances 
cause any delay in our response, you will be promptly notified and provided with a date for our response. Where 
available, you may also visit the supplier online portal to update some of your information. 
 
For your protection, we may only exercise verifiable requests with respect to the personal information associated with 
the particular email address or account that you use to send us your request, and we may need to verify your identity. 
To do so, we may request additional personal information from you, such as email address, phone number or postal 
address. The information we ask you to provide to initiate a request may differ depending upon the type of request, the 
type, sensitivity and value of the personal information that is the subject of the request, and the risk of harm to you 
that may occur as a result of unauthorized access or deletion, and this information will only be used to verify your 
identity or authority to make the request. If we cannot verify your identity or authority to make the request, we will not 
be able to comply with your request. 
 
Please note that we may need to retain certain information for recordkeeping purposes, to fulfill our legal obligations 
and/or to complete any transactions that you began prior to requesting a change or deletion (e.g., when you place an 
order, you may not be able to change or delete the personal information provided until after the completion of such 
order).  
 

Cross-Border Transfer 

Your personal information may be stored and processed in any country where we have facilities or service providers, 
and by using our Service or by providing consent to us (where required by law), your information may be transferred to 
countries outside of your country of residence, including to the United States, which may provide for different data 
protection rules than in your country. Nonetheless, appropriate contractual and other measures are in place to protect 
personal information when it is transferred to our affiliates or third parties in other countries. For example, where 
applicable, standard contractual clauses, as approved by your country’s/region’s competent authority, are executed to 
protect your personal information when it is transferred outside your country of residence. 
 

Security 

We seek to use appropriate organizational, technical, and administrative measures designed to protect personal 
information under our control. Where appropriate these can include technical solutions like firewalls, intrusion 
detection, or encryption, and organizational and physical controls such as training staff, identification of data incidents 
and risks, or access restrictions.  
To determine the level of protection required in each case, we appropriately assess the nature of your personal 
information together with the risk of a security incident occurring.  
If you have reason to believe that your interaction with us is no longer secure (for example, if you feel that the security 
of any account you have with us has been compromised), please immediately notify us in accordance with the 
“Contacting Us” section below. 
 

Retention Period 

We will retain your personal information for as long as needed or permitted in light of the purpose(s) for which it was 
obtained. The criteria used to determine our retention periods include: (a) the length of time we have an ongoing 
relationship with you and provide the Service to you; (b) whether there is a legal obligation to which we are subject; 
and (c) whether retention is advisable in light of our legal position (such as in regard to applicable statutes of limitations, 
litigation, or regulatory investigations). 
 

Third Party Sites and Services 

This Service may contain links to sites of third parties. This Privacy Notice does not address, and we are not responsible 
for, the privacy, information, or practices of any third parties, including any third party operating any site or online 

https://www.kenvue.com/suppliers/contact-us
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service (including, without limitation, any application) that is available through this Service or to which this Service 
contains a link.  The availability of, or inclusion of a link to, any such site or property on the Service does not imply 
endorsement of it by us or by our affiliates. 
 

Contacting Us 

The Kenvue affiliate that you are engaged with is the company responsible for collection, use, and disclosure of personal 
information under this Privacy Notice. 
 
If you have any questions about this Privacy Notice or processing of your personal information, or you would like to 
exercise your privacy rights, please find contacts for your market here. 
 

Additional Provisions for Specific Jurisdictions 

Local Data Protection Officers and Authorities 

Country Kenvue Data Protection Officer Contact Local Data Protection Authority Contact 

 For any questions, comments or complaints 
about our collection, use or disclosure of 
personal information, you may contact our 
Data Protection Officer as outlined below: 

Where applicable, you may lodge a complaint about 
processing of your personal information with the 
authority outlined below: 

Argentina latinamericaprivacy@kenvue.com 

 

Agency for Access to Public Information 

argentina.gob.ar/aaip  

Australia asiapacificprivacy@kenvue.com Office of the Australian Information Commissioner 

https://www.oaic.gov.au 

Brazil latinamericaprivacy@kenvue.com National Data Protection Authority 

gov.br/anpd 

Canada northamericaprivacy@kenvue.com ––– 

Chile latinamericaprivacy@kenvue.com ––– 

China asiapacificprivacy@kenvue.com CAC 

www.cac.gov.cn 

Colombia latinamericaprivacy@kenvue.com Superintendency of Industry and Commerce 

sic.gov.co 

Costa Rica latinamericaprivacy@kenvue.com National Data Protection Authority 

prodhab.go.cr 

European Economic 
Area (EEA) 

emeaprivacy@kenvue.com You may find the list of all EEA supervisory 
authorities under edpb.europa.eu/about-
edpb/about-edpb/members_en or by the search 
function of the European Commission website. 

India asiapacificprivacy@kenvue.com ––– 

Indonesia asiapacificprivacy@kenvue.com Ministry of Communications and Information 
Technology 

kominfo.go.id 

Mexico latinamericaprivacy@kenvue.com National Data Protection Authority 

home.inai.org.mx 

Panama latinamericaprivacy@kenvue.com National Data Protection Authority 

antai.gob.pa 

Peru latinamericaprivacy@kenvue.com National Data Protection Authority 

gob.pe/anpd 

South Africa emeaprivacy@kenvue.com South African Information Regulator 

inforegulator.org.za 

https://www.kenvue.com/suppliers/contact-us
mailto:latinamericaprivacy@kenvue.com
https://www.argentina.gob.ar/aaip
mailto:asiapacificprivacy@kenvue.com
https://www.oaic.gov.au/
mailto:latinamericaprivacy@kenvue.com
https://www.gov.br/anpd/pt-br
mailto:northamericaprivacy@kenvue.com
mailto:latinamericaprivacy@kenvue.com
mailto:asiapacificprivacy@kenvue.com
http://www.cac.gov.cn/
mailto:latinamericaprivacy@kenvue.com
https://www.sic.gov.co/
mailto:latinamericaprivacy@kenvue.com
http://www.prodhab.go.cr/
mailto:emeaprivacy@kenvue.com
https://edpb.europa.eu/about-edpb/about-edpb/members_en
https://edpb.europa.eu/about-edpb/about-edpb/members_en
mailto:asiapacificprivacy@kenvue.com
mailto:asiapacificprivacy@kenvue.com
https://www.komdigi.go.id/
mailto:latinamericaprivacy@kenvue.com
http://home.inai.org.mx/
mailto:latinamericaprivacy@kenvue.com
http://www.antai.gob.pa/
mailto:latinamericaprivacy@kenvue.com
http://www.gob.pe/anpd
mailto:emeaprivacy@kenvue.com
https://inforegulator.org.za/
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Country Kenvue Data Protection Officer Contact Local Data Protection Authority Contact 

South Korea asiapacificprivacy@kenvue.com Protection of Personal Information Committee  

https://www.pipc.go.kr/np/ 

Switzerland emeaprivacy@kenvue.com Federal Data Protection and Information 
Commissioner 

https://www.edoeb.admin.ch/  

Thailand asiapacificprivacy@kenvue.com Personal Data Committee of Thailand 

Turkey emeaprivacy@kenvue.com Personal Data Protection Authority 

https://www.kvkk.gov.tr/  

United Kingdom emeaprivacy@kenvue.com Information Commissioner’s Office (ICO) 

https://ico.org.uk 

United States northamericaprivacy@kenvue.com ––– 

Uruguay latinamericaprivacy@kenvue.com National Data Protection Authority 

gub.uy/unidad-reguladora-control-datos-personales 

 

Canada 

In addition to the purposes listed in the section “How We Use and Disclose Information”, we may also collect and process 
personal information without your consent where this is allowed under applicable law. 
 
The personal information you provide us may be stored and processed in any jurisdiction (country/province) where we 
have facilities or service providers, and your information may be transferred to jurisdictions outside of your 
province/country of residence, including to the United States, which may provide for different data protection rules 
than in your province/country of residence. 
 
While such information is outside of your province/country of residence, it is subject to the laws of the jurisdiction in 
which it is held, and may be subject to disclosure to the governments, courts, or law enforcement or regulatory agencies 
of such other country/province/state, pursuant to local laws. 
 

China 

Notwithstanding anything contained above to the contrary, we may also collect and process personal information about 
you in accordance with the legal bases provided under Chinese law. As noted in the section “Cross-Border Transfer”, 
foreign transfers of personal information will be made in accordance with applicable law. If we process personal 
information based on your consent, we will require your separate consent for Cross-Border Transfer. 
 
Sensitive Information is personal information that the breach or illegal use of information may easily lead to the 
infringement of your personal dignity or harm to personal or property safety.  
In principle, personal information generated or collected within the territory of Mainland China will be processed and 
stored within Mainland China. To fulfill the purposes described in the section “How We Use and Disclose Information” 
of this Notice, your personal information may be disclosed to members of the Kenvue Group of Companies and 
authorized third parties located in countries or regions outside Mainland China, including but not limited to the United 
States, countries within the European Economic Area (EEA), Singapore, Australia, and New Zealand. We will strictly abide 
by relevant laws and regulations as well as the Kenvue information security policies to ensure the security of your 
personal information during the transfer, and will require data recipients to provide adequate protection for your 
personal information through contractual clauses or other means. Requests for the exercise of access and other rights 
in respect to personal information disclosed to an overseas recipients can be directed to us via the contacts in the 
“Contacting Us” section of this Notice. 
 
If we process personal information based on your consent, you may withdraw your consent at any time by contacting 
us via the contacts in the “Contacting Us” section of this Notice. 
 
To the extent inconsistent with the provisions of this Notice, including but not limited to definitions (e.g., sensitive 
personal information), China’s Cybersecurity Law, Personal Information Protection Law, their implementing measures 
and other Chinese laws and regulations in relation to cybersecurity and data protection will prevail. 

mailto:asiapacificprivacy@kenvue.com
https://www.pipc.go.kr/np/
mailto:emeaprivacy@kenvue.com
https://www.edoeb.admin.ch/
mailto:asiapacificprivacy@kenvue.com
mailto:emeaprivacy@kenvue.com
https://www.kvkk.gov.tr/
mailto:emeaprivacy@kenvue.com
https://ico.org.uk/
mailto:northamericaprivacy@kenvue.com
mailto:latinamericaprivacy@kenvue.com
http://www.gub.uy/unidad-reguladora-control-datos-personales
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Indonesia 

When we process personal information of Indonesian data subjects, the following supplemental terms shall apply and 
shall override any conflicting provisions in the rest of this Privacy Notice. 
 

• Use by Minors: The Service is not directed to individuals under the age of 18. 
 

• Sensitive Information: Sensitive personal information includes (i) health data and information, (ii) biometric data, 
(iii) genetic data, (iv) criminal records, (v) data on children, (vi) personal financial data, and/or (vii) other data in 
accordance with the provisions of the laws of the Republic of Indonesia. 
 

• Choices and Access. 
You may exercise any of your data subject’s rights, as follows: 

a. request information regarding the processing of personal information we collect about you; 
b. request to complete, update and/or rectify your personal information; 
c. obtain access to and obtain a copy of your personal information; 
d. terminate the processing, delete and/or destroy your personal information; 
e. withdraw consent that you have given (where your personal information is processed based on your 

consent); 
f. object to decision-making actions that are based solely on automated processing; 
g. suspend or restrict the processing of your personal information; 
h. obtain and/or use your personal information in a structured, commonly used and/or electronic system-

readable format; 
i. file a complaint if you have reason to believe that we have violated laws and regulations regarding the 

protection of personal data. 
 

• Cross-Border Transfer: We may transfer your personal information to countries located outside Indonesia. In 
transferring personal information out of Indonesia, we will: 

a. Ensure that the country where the transferee is domiciled has a level of personal data protection that is 
equivalent to or higher than that stipulated in Law of the Republic of Indonesia No. 27 of 2022 on Personal 
Data Protection (as may be amended from time to time) and its implementing regulations; 

b. In the event that letter a above is not fulfilled, we will ensure that there is adequate and binding personal 
data protection; or 

c. In the event that letter a and b above are not fulfilled, we will ask for your consent. 
 

• Changes to the Privacy Notice: The provisions regarding 'Updates to This Privacy Notice' below apply. However, if 
required by the applicable laws and regulations, we will ask for your consent before applying the changes, and new 
changes to the Privacy Notice will take effect from the date of your consent. 
 

• Language: This Privacy Notice is made in English language and Indonesian language versions. To the extent 
permitted under the applicable laws and regulations, the English language version shall prevail in the event of any 
ambiguity, discrepancies or inconsistency between the English language and Indonesian language versions. 

 
To the extent inconsistent with the provisions of this Privacy Notice, including but not limited to definitions (e.g., 
definition of ‘personal data’ or ‘personal information’), the Law of Republic of Indonesia No. 27 of 2022 on Personal 
Data Protection (as may be amended from time to time), and its implementing regulations, will prevail. 
 

United States – California 

Under the California Consumer Privacy Act of 2018, as amended by the California Privacy Rights Act of 2020 (“CPRA”), 
we are required to notify you that we collect certain personal information in connection with your engagement. 
 
The section “How We Use and Disclose Information” above in this Notice lists categories of personal information 
collected and categories of third parties to whom the personal information is disclosed. 
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We collect, use and disclose the following categories of sensitive personal information regarding our employees and 
Dependents: 
 

Categories of Sensitive Personal 
Information Collected 

Disclosed for a 
Business Purpose? 

Categories of Third Parties to whom the Sensitive Personal 
Information is Disclosed 

Personal information that reveals 
social security, driver’s license, 
state identification card, or 
passport number 

Yes • Professional Advisors. Accountants, auditors, lawyers, insurers, 
bankers, and other outside professional advisors in all of the 
countries in which Kenvue operates. 

• Service Providers. Companies that provide products and services to 
Kenvue such as website hosting, mobile application hosting, data 
analysis, transactions and payment processing, order fulfillment, IT 
services, customer service, and other service providers. 

• Public and Governmental Authorities. Entities that regulate or have 
jurisdiction over Kenvue such as regulatory authorities including 
patent offices, law enforcement, public bodies, and judicial bodies. 

• Corporate Transaction. A third party in connection with any 
proposed or actual reorganization, merger, sale, joint venture, 
assignment, transfer or other disposition of all or any portion of 
Kenvue’s business, assets or stock (including in connection with any 
bankruptcy or similar proceedings). 

Personal information that reveals 
account log-in in combination 
with any required security or 
access code, password, or 
credentials allowing access to an 
account 

Yes 

The contents of mail, email, and 
instant messages 

Yes 

 
Kenvue does not use or disclose the above sensitive personal information for any purpose other than those permitted 
under the CPRA. 
 
Kenvue does not sell or share any personal information, including sensitive personal information. Kenvue does not have 
actual knowledge that it sells or shares personal information about minors under the age of 16. 
 
The personal information, including the sensitive personal information, we collect, are collected directly from you when 
you are engaged and during your engagement as a supplier, and from other sources as described in section “Information 
Collection”. 
 
We use the personal information, including the sensitive personal information, we collect as set forth in section “How 
We Use and Disclose Information”. 
 
We will retain personal information, including sensitive personal information, as set forth in section “Retention Period”. 
 
As a California resident, you have the following rights under the CPRA: 
 
Right to Know: You have the right to request that we disclose certain information to you about our collection and use 
of certain personal information, including sensitive personal information, about you as described below: 

• The specific pieces of personal information collected; 

• The categories of personal information collected; 

• The categories of sources from whom the personal information is collected; 

• The purpose for collecting, selling or sharing the personal information;  

• The categories of third parties with whom we have disclosed the personal information; 

• The categories of personal information that we have sold or shared, and the categories of third parties to whom 
the personal information was sold or shared, by category or categories of personal information for each third 
party to whom the personal information was sold or shared; 

• The categories of personal information that we disclosed for a business purpose and the categories of persons 
to whom it was disclosed for a business purpose. 

 
Right to Delete: You have the right to request that we delete your personal information, subject to certain exceptions. 
 



 Global Supplier Privacy Notice 

 

 

202503V2 Confidential 10 | 10 

Right to Correct Inaccurate Personal Information: You have the right to request that we correct inaccurate personal 
information we maintain about you, taking into account the nature of the personal information and the purposes of the 
processing of the personal information. 
 
Right to Opt-Out of Sale or Sharing: As stated above, Kenvue does not sell or share your personal information. 
 
Right to Limit the Use and Disclosure of Sensitive Personal Information for Certain Purposes: As stated above, we do not 
use or disclose your sensitive personal information for any purpose other than those permitted under the CPRA. 
 
Freedom from Discrimination: You have the right not to receive discriminatory treatment for exercising your rights 
above, including not to be retaliated against for exercising such rights. 
 
To exercise the rights above, you must submit a verifiable request online here or by calling us toll-free at 877-904-0744. 
You may designate an authorized agent to make a request on your behalf by providing the agent with signed written 
permission to do so. For more information about exercising your rights see section “Choices and Access”. 
 

Updates to This Privacy Notice 

We may update this Privacy Notice from time to time. Any changes will be available in the Privacy Notice posted on the 
Service and will include the last reviewed date. If we make any significant changes, we will notify you and provide you 
with additional information. We encourage you to check this Privacy Notice regularly to stay informed about how we 
use your personal information. 
 

https://privacyportal.onetrust.com/webform/82718966-5f5b-4890-b678-92f1798255c7/7d2d6d0e-787c-40c2-b035-7d40a43f57a7
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